
Datenschutzerklärung über Registration Data  

 

Bayern Connect GmbH - .bayern Registry Operator Privacy Policy 
 
The below information shall inform you about our processing of personal data. Registrars are responsible for 
making this information available to the Registrants as well.  

Controller, Contact, Data Protection Officer  

ICANN, Registries and Registrars are joint controllers for data processing that is required to carry out domain 
name registrations, maintaining those including domain name transfers and trades, making the domain names 
resolve and making available information via the Whois service.  

With respect to registration data, ICANN’s role is establishing the policies on aspects including the collection and 
publication of data as well as to ensure that the system is secure, stable and resilient. ICANN contractually 
requires the Registrars to process personal data and enforces these contractual obligations, which - in part - are 
policies established by ICANN’s multistakeholder community. ICANN also requires the contracted parties to 
submit reports regularly.  

It is the Registrar’s role to offer domain name registrations and potentially other services to the Registrants. 
According to ICANN’s requirements, the registration data is collected by the Registrar and then transferred to the 
Registry.  

The Registry’s role is to maintain a central repository of all domain name registrations and to make these resolve 
via the Domain Name System (DNS). The Registry does not offer domain name registrations directly to 
registrants.  

You may contact us here:  

Bayern Connect GmbH 
c/o WeWork 
Neuturmstr. 5 
80331 München 

Tel: +49 (0) 89 95 80 76 16  
Mail: help@registry.godaddy 

Our data protection officer can be contacted here:  

Rickert Rechtsanwaltsgesellschaft m.b.H  
Thomas Rickert - Datenschutzbeauftragter  
Colmanstr. 15 
53115 Bonn  
Germany  
 
info@rickert.law  

The data we collect  

We ask the Registrars to collect data on the following contacts and transfer this data to us.  

- Domain Name  
- Nameservers  
- Registrant Name  
- Registrant Organization  
- Registrant Street  



- Registrant City  
- Registrant Postal Code  
- Registrant Province  
- Registrant Country 
- Registrant Phone 
- Registrant Phone Ext  
- Registrant Fax 
- Registrant Fax Ext  

The same data elements as for the Registrant apply to the Admin-C and Tech-C.  

Legal Basis for the collection  

The legal basis for the collection of personal information on these contacts is Art. 6 I b GDPR. For the Registrant, 
it is to perform the domain name registration, for the Admin-C and Tech-C it is the need to establish contact in 
case of administrative matters or technical issues.  

When data of third parties is collected, e.g. where the Registrant, Admin-C or Tech-C is different from the 
person(s) the Registrar collects the data from, the Registrar is responsible for informing those third parties about 
the terms of this privacy policy.  

Transfer of data to the Registry  

We also ask the Registrar to transfer the data mentioned above to us. The legal basis for that is Art. 6 I b GDPR 
as far as the Admin-C data is concerned as we need to be able to validate the local presence requirement and 
Art. 6 I f GDPR since we have a legitimate interest in identifying and investigating patterns of illegal behavior, 
help with ownership disputes and to operate a central repository of owner data.  

Processing of data by third parties  

We will also pass on the data to an escrow agent as required by ICANN and the data might be transferred to an 
Emergency Backend Operator (EBERO) in case of Registry failure as well as to ICANN in the context of ICANN’s 
contractual compliance work. In these cases, we act as data processors on behalf of ICANN as the data 
controller.  

We are using a third party Registry Service Provider: Knipp Medien und Kommunikation GmbH, 
Technologiepark, Martin-Schmeißer-Weg 9, 44227 Dortmund (Germany)  

Disclosure of data  

We will not disclose personal data to third party apart from the domain name as such. Disclosure of personal data 
will only occur if there is an established legal basis for such disclosure based on a case-by-case assessment. 
The legal basis for such disclosure might be Art. 6 I b (in case of URDP and URS), Art. 6 I c (in case of requests 
by competent authorities) or Art. 6 I f (based on a legitimate third party interest).  

In the absence of an accreditation model adopted by ICANN, all disclosure requests will be assessed individually.  

Retention of data  

Registration data is deleted without undue delay if and to the extent that the purpose of data collection has been 
reached resp. ceases to exist. The data processed by us will be deleted at the latest after expiry of statutory 
retention periods. We adhere to the requirements of Art. 17, 18 GDPR. If consent has been given for processing 
data, the data will be deleted immediately after receipt of an appropriate revocation.  

Please note that ICANN requires us to retain data for a period of 2 years after the end of the domain name 
registration and we act as the data process on behalf of ICANN, the data controller, in that regard.  



The following rights can be claimed against the controller:  

-  Right of access by the data subject, Art. 15 GDPR  

-  Right to rectification, Art. 16 GDPR  

-  Right to erasure (‘right to be forgotten’), Art. 17 GDPR  

-  Right to restriction of processing, Art. 18 GDPR  

-  Right to data portability, Art. 20 GDPR  

-  Right to object, Art. 21 GDPR  

The Registrant has the right to lodge a complaint with a supervisory authority about the processing of personal 
data by the controller.  

 


